
Project Risk Management Professional – Charleston SC 
 
 
Job description:  
Security Risk Solutions, Inc., a professional information security services company in Mt 
Pleasant, SC, seeks an Information Assurance and Project Risk Management Professional.  
Candidate must have both Information Security and Project Risk Management experience.  The 
candidate for this position will possess in-depth knowledge and understanding of Federal and/or 
Department of Defense IA policies and information security risk management principles and 
techniques.  Successful candidate will have considerable experience implementing Project Risk 
Management programs (per PMBOK) and Information Security Risk Management methodologies 
(e.g. NIST 800-30, OCTAVE). Experience with HIPAA Security requirements and prior 
experience in health information technology a plus.  
 
Candidates must have excellent written and verbal communication skills, be able to represent the 
company in the best light possible, be willing to travel, and be able to interact comfortably and 
confidently with individuals at every level of each organization. 
 
Position Overview: 

Lead organizational and program risk assessment activities in a Federal Healthcare environment.  
Directly interface with the customer to help conduct organizational, project level and system level 
risk assessments and develop appropriate mitigation strategies to address identified risk.  An 
ability to gather and organize technical information about an organizations mission goals and 
needs, existing security infrastructure, and ongoing programs in the organizations’ environment 
will be necessary in order to perform risk analyses and mitigation planning activities.    
 
Detailed knowledge (e.g. Systems Requirements, Operational Requirements, Test and 
Evaluation, and/or Training) in several of the following areas is required: 

 
- Understanding of business security practices and procedures 
- Information Security Risk Management methodologies 
- Project Risk Management techniques 
- Business impact analysis 
- IT contingency planning 
- IT Governance, Audit and Compliance 
- Knowledge of a variety of security tools 
- Hardware/software security implementation 
- Different communication protocols.  

 
Flexibility, a willingness to learn, and a creative approach to problem solving are paramount to 
this candidate’s success. 
 
Qualifications: 
 

- Bachelors degree required; B.S. in IT, Information Systems Security, or related field 
desired 

- Minimum 6 years direct information assurance/information security experience 
relating to Systems Requirements, Operational Requirements, Test and Evaluation, 
and/or Training. 

- Hold or be able to attain 1 or more of the following security certifications within 6 
months: PMP, CISSP, CISM 

- In-depth knowledge of Federal and/or Department of Defense information assurance 
and information security policies strongly desired 

- Excellent analytical, written, oral communication skills 
- Must be a team player, diplomatic, and decisive  
- Strong organizational skills 



- Strong problem-solving skills and attention to detail 
- US Citizen with ability to obtain security clearance is required  

 
Salary: Commensurate with experience. 

 
 
Application Procedures:  
Cover letter, salary requirements, and resume should be submitted to: jc@securityrs.com  
 
Application Procedures:  
Cover letter, salary requirements, and resume should be submitted to: jobs@securityrs.com  
 
E-Verify: 
If you are selected for this position, the documentation that you present for purposes of 
completing the Department of Homeland Security (DHS) Form I-9 will be verified through the 
DHS "E-Verify" system. Federal law requires DHHS to use the E-Verify system to verify the 
employment eligibility of all new hires, and obligates the new hire to take affirmative steps to 
resolve any discrepancies identified by the system as a condition of continued 
employment.  Security Risk Solutions, Inc. is an E-Verify Participant. 
 

mailto:jobs@securityrs.com
https://www.vis-dhs.com/WebBp/media/resourcesContents/EverifyPosterEnglish.pdf

